**Introduction**

The purpose of this experiment is to personalize the operating system (OS), based upon usage and function to redefine settings, policies, and configuration to maximize system security, performance, data and memory proficiency within user defined parameters. It is hypothesized that if user defined input and computer information inquiry regarding usage, function, and preference undergoes evaluation and is managed to reconfigure the system, mitigate system resources, perform maintenance and procedural operations; and formulate user specific suggestions then performance can be ubiquitously increased 10+ %, security vulnerability and security risk count can be reduced significantly, and data management can be improved 5+ %.

**Procedures**

1. Decide on target system
2. Create a list of all the program functions that will be used:
   1. Performance procedures
      1. Visual adjustment
      2. Windows Service reconfiguration
      3. Maintenance operations
      4. Startup configuration
      5. Hardware analysis
      6. Power Settings
      7. Folder / Files / Registry refinement
   2. Security procedures
      1. Windows Service reconfiguration
      2. Local security policy refinement
      3. Folder / Files / Registry settings refinement
      4. Maintenance operations
      5. Built-In windows security evaluation
   3. Data management procedures
      1. ReadyBoost Configuration
      2. Hard Drive policy refinement
      3. Maintenance operations
3. Create user groups and user types; identify usage patterns, traits and intent.
4. Assign functions to designated user group or type.
5. Download and install Visual Studio to program in language Visual basic.
6. Organize functions to accommodate for a fully functional user friendly Graphic User Interface (GUI).
   1. Categorize functions, and then allocate each to a form.
   2. Correlate user input and computer information inquiry with function to appropriate performance, security and data management procedures.
7. Program form items and corresponding function.
8. Incorporate interactive forms by automating selections based upon user input and computer information inquiry.
9. Run the program.
10. Debug.
11. Compile into an executable.
12. Measure before and after performance, security and data management enhancement.
13. Analyze results.

**Analysis**

Methods to be used to identify performance enhancement:

* Frame rate
* Games
* Windows frame rate
* Computation speed (word processing)
* Windows performance monitor (overall)
* Time duration (casual / web usage)
* System start up
* App start up
* Website load time
* Latency
* Navigation
* Render time

Methods to be used identify security enhancement:

* Security score rating
* Vulnerability count (MBSA)

Methods to be used to identify data enhancement:

* Read/Write Speed Comparison
* Access time
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